SARs Identify Internal Fraud at Local Bank

On December 12, 2002, the Delaware State Police obtained a federal conviction for bank fraud against a former bank employee. The subject was sentenced to two years federal incarceration and an additional five years federal probation. The Delaware State Police received information from a local city bank that a current bank employee was responsible for a bank fraud scheme at their bank. The subsequent investigation revealed that the subject was drafting cashier’s checks in his own name, and adjusting bank entries in an attempt to conceal the transactions. SARs were used to identify previous similar transactions by the subject, which occurred during employment at another bank. Also, BSA records assisted in the expansion of the case investigation. Use of the SAR data and other BSA records of banking transactions were instrumental in the investigation to identify bank accounts and the identification of expensive automobile and other cash purchases.

(Source: Delaware State Police)
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